
 

ADV2025_133 Fortinet Security Advisory (14th May 2025) 

Fortinet has published a security advisory to address vulnerabilities affecting the 

following products. It is recommended that you take the necessary precautions to 

ensure your products are always protected. 

• FortiOS 7.6.0 

• FortiOS 7.4.4 through 7.4.6 

• FortiProxy 7.6.0 through 7.6.1 

• FortiSwitchManager 7.2.5 

For more information on these updates, you can follow this URL: 

https://www.fortiguard.com/psirt 

The Guyana National CIRT recommends that users and administrators review 

these updates and apply them where necessary. 

References 

• Baran, G. (2025, May 14). FortIOS authentication Bypass vulnerability lets 

attackers take full control of device. Cyber Security News. 

https://cybersecuritynews.com/fortios-authentication-bypass-vulnerability/ 

• PSIRT Advisories | FortiGuard Labs. (n.d.). FortiGuard Labs. 

https://www.fortiguard.com/psirt 

https://www.fortiguard.com/psirt
https://cybersecuritynews.com/fortios-authentication-bypass-vulnerability/
https://www.fortiguard.com/psirt

