
 

ADV2024_17 Cisco Security Advisory (25th January 2024)   

Cisco has published a security advisory to address vulnerabilities affecting the 

following products on January 24, 2024. It is recommended that you take the 

necessary precautions to ensure your products are always protected.    

• Cisco Packaged Contact Center Enterprise (PCCE) – multiple versions 

• Cisco Unified Communications Manager (Unified CM) – multiple versions 

• Cisco Unified Communications Manager IM & Presence Service (Unified 

CM IM&P) – multiple versions 

• Cisco Unified Communications Manager Session Management Edition 

(Unified CM SME) – multiple versions 

• Cisco Unified Contact Center Enterprise (UCCE) – multiple versions 

• Cisco Unified Contact Center Express (UCCX) – multiple versions 

• Cisco Unity Connection – multiple versions 

• Cisco Virtualized Voice Browser – multiple versions 

For more information on these updates, you can follow this URL:   

Cisco Unified Communications Products Remote Code Execution Vulnerability 

The Guyana National CIRT recommends that users and administrators review these 

updates and apply them where necessary.   
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